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Discussion

In order to address key issue #3, #5 and #6, there is one fundamental issue all the potential solution need to address which is the relationship between two existing WLAN selection mechanism: ANDSF and existing I-WLAN (24.234) which include PLMN selection. Huawei explore and analysis two big different directions with three alternative solutions which differentiate by the relationship between ANDSF and IWLAN. 

There are two potential directions moving forward: 

1. ANDSF only without co-exist with I-WLAN (24.234).  

2. ANDSF & IWLAN (24.234) co-existence;

Direction 1: ANDSF only without co-exist with I-WLAN (24.234).

· Alternative solution 1: An enhanced ANDSF with incorporation of PLMN selection. 

This solution extend ANDSF policy to not only assist UE to select the access network but also the service provider (PLMN).  In order to minimize ANDSF impact by reusing its existence mechanism while at the same time to better incorporate PLMN selection mechanism, this solution introduce PLMN information into ISMP and ISPR.

As shown the figure 1, a new leaf is proposed to be added (optional present, named e.g. “PreferredPLMN”) in the policy, which indicates a PLMN which the UE can attach to via WLAN access networks. The enhanced H-ANDSF is capable to provides not only the WLAN information of the HPLMN, but also the WLAN information for  the roaming VPLMN(s). The WLAN information in VPLMN rule can include  list of SSIDs, Realms and/or OUIs, or empty.
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Figure 1: An example of how to use the new leaf  “PreferredPLMN”

The priority between the different PLMNs is determined by the priority of the ISRP/ISMP policy rule which the PLMN associate with. Therefore UE selects the PLMN and SSID in the prioritized order of the rules in the MO ,which is provided by the H-ANDSF.

The selection procedure is described in the figure 2.
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Figure 2: The enhanced procedure of ANDSF mechanism
When the UE is roaming, the UE selects the PLMN and the WLAN access based on enhanced H-ANDSF policy. If a VPLMN is selected, once the UE is attached to the VPLMN and receives the V-ANDSF policy, the WLAN discovery information and selection rules from V-ANDSF takes precedence over those from H-ANDSF, but the PLMN rules in H-ANDSF policy still take effect and shall not be overridden by any V-ANDSF policy.

Advantage analysis:
1. I-WLAN procedure is unused and unchanged, avoiding the possible complicate interaction between the ANDSF and the I-WLAN procedures and simplifying the decision-making in the UE.

2. More intelligent PLMN/WLAN access selection (e.g. based on time and/or location) is accomplished via the ANDSF procedure, compared to the I-WLAN procedure;

3. Minimum impact on ANDSF structure and WLAN selection mechanism.  

Disadvantage analysis:
1. Complete replace existing WLAN PLMN selection mechanism.

2. Size of ANDSF policy will be increase significantly due to each PLMN will have its ISRMP or ISRP policy.
3. The PLMN selection when the UE is switched on first time (i.e. no H-ANDSF policy is stored in the UE yet) cannot be done, unless the enhanced ANDSF policy can be preconfigured in the UE.
Direction 2 :  ANDSF & IWLAN (24.234) co-existence;

Alternative solution 2: ANDSF interacting with I-WLAN before IWLAN (24.234) PLMN selection 
I-WLAN (24.234) is consist two procedures: WLAN access network selection and PLMN selection. 

  The first step which is WLAN access network selection can be replaced or interact with ANDSF procedure, which UE will first run ANDSF policy and find the candidate WLANs which match the policy and create a candidate WLAN list, and replace the I-WLAN (24.234)’s WSID. Then the UE runs PLMN selection from the candidate list to find the best match PLMN and its WLAN as defined in existing 24.234. 
Note: the UE may only add the candidate WSID list on the top of the I-WLAN WSID list and then perform I-WLAN network selection. This may increase the possibility for UE to select a proper network in one NS circle.
When the UE can not find and connect to a proper network, or the UE has already connected a network and is accessing service, the UE can always re-run the previous network selection procedure again based on re-received or stored ANDSF policy.

Considering ANDSF is provisioned by operator through the ANDSF server, so UE may not have the ANDSF policy when it conducts the initial WLAN selection. Also ANDSF policy is more likely associated with certain time and location, then for the case which UE moves to a location where is not covered by the latest ANDSF policy which UE currently has, UE may not be able to find the suitable WLAN by using ANDSF policy. Therefore, this solution considers two level of WLAN selection:

  . First level (inner circle ) is ANDSF assisted WLAN selection which using ANDSF, 

  . Second level (outer circle ) is I-WLAN only selection which only occur after UE can’t find the suitable  

  WLAN using ANDSF assisted WLAN selection. 

With this two level selection procedure, a timer is needed, which is the time window for a UE without WiFi connection can use ANDSF for WLAN selection. Within this time interval the input of network selection parameters (WSIDs) is from ANDSF. The timer will be started anytime UE losses a WiFi connection it previous connected.  

When continually having WLAN connection, the UE may always perform the inner circle of network selection.
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Figure 1: Outbound Network Selection Circle
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Figure 2: Inbound Network Selection Circle
Advantage:

1. No impact on existing PLMN selection.

2. Reuse existing I-WLAN (24.234) with minimum impact, good backward compatibility. 

3. Eliminate the potential confliction between IWLAN’s access network selection and ANDSF selection by combining them together. 

4. Using ANDSF more intelligent selection to help to form a more optimized candidate WLAN list for PLMN selection. 

Disadvantage: 

1. Current I-WLAN is HPLMN centric selection, while  ANDSF policy can come from V-ANDSF, therefore applying V-ANDSF before PLMN selection may impact PLMN selection. 

Alternative solution 3: Apply ANDSF after IWLAN (24.234) PLMN selection 

This solution will follow the existing I-WLAN and ANDSF interaction principle which UE will run ANDSF only after I-WLAN procedure. 

Considering the nature characters of operator controlled WiFi network selection and Cellular network selection, it’s desirable to make the WLAN selection is similar as Cellular network selection, which some high level priority and selection procedure need to be considered as below              
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This solution proposes to consider the whole WLAN selection consist the two big steps:

1. Home or Roaming partner WLAN selection which UE will use enhanced IWLAN policy and MO to select the suitable WLAN only from business relationship prospective. This procedure only controlled by HPLMN. In this step, I-WLAN will provide the policy to help UE to select all the suitable WLANs which either is(are) HPLMN or VPLMN which can access to HPLMN either direct or indirectly. 

The outcome of this step will be a list of candidate WLANs which match PLMN selection policy in UE’s current location and each WLAN in the list will have priority basing on PLMN selection policy. 

In this step, the WLAN selection policy can only be provisioned by HPLMN. In the roaming case, if UE can’t access the HPLMN for the PLMN selection policy update, it should use the default or pre-configured PLMN selection policy. 

2. More intelligent WLAN selection which UE will use enhanced ANDSF policy with other consideration, such as load, venue, to select the final WLAN within the suitable WLANs from the candidate WLANs provided by the first step. In this step, PLMN selection is not expected as what is defined in current specification. The ANDSF policy which is used for this step can come from H-ANDSF or V-ANDSF.    

The roaming partners can share the same priority within prefer PLMN roaming list, therefore, it give feasibility for ANDSF to select the most suitable PLMN basing on other factors, such as load within the same priority roaming PLMNs.    

If I-WLAN HPLMN Priority Indication is set, and UE find the HPLMN WLAN, it can directly finish the first step and try to attach the WLAN without running ANDSF.

The basic solution is demonstrated in the below flow chart:
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Advantage:

1. Keep PLMN selection only to the control of HPLMN, VANDSF will not impact PLMN selection. 

2. Less impact on ANDSF without consider much interaction with I-WLAN (24.234) by keep the existing I-WLAN and ANDSF interaction principle which IWLAN first then ANDSF. 

3. Eliminate the conflict between I-WLAN (24.234)including PLMN selection and ANDSF with best match the operator’s WLAN selection requirement from business and technical prospective. 

4. Better incorporate the new WLAN identifiers using by HS2.0. 

Disadvantage:

1. Existing PLMN selection need to be enhanced although the PLMN priority list will not be changed, , the enhancement will be: the result of I-WLAN selection will be changed from only one WLAN which match the PLMN policy the most, to a list of WLANs which match the PLMN selection policy and each WLAN in the list is associated with a priority.
2. How I-WLAN can be skip to optimize some WLAN selection in this solution need to be further study.  

Proposal

It is proposed to discuss the problems above, and to include TR 23.865 with the solution.

6.x     Solution #: ANDSF only without co-exist with I-WLAN (24.234): An enhanced ANDSF with incorporation of PLMN selection.
This solution extend ANDSF policy to not only assist UE to select the access network but also the service provider (PLMN).  In order to minimize ANDSF impact by reusing its existence mechanism while at the same time to better incorporate PLMN selection mechanism, this solution introduce PLMN information into ISMP and ISPR.

As shown the figure 1, a new leaf is proposed to be added (optional present, named e.g. “PreferredPLMN”) in the policy, which indicates a PLMN which the UE can attach to via WLAN access networks. The enhanced H-ANDSF is capable to provides not only the WLAN information of the HPLMN, but also the WLAN information for  the roaming VPLMN(s). The WLAN information in VPLMN rule can include  list of SSIDs, Realms and/or OUIs, or empty.
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Figure 1: An example of how to use the new leaf  “PreferredPLMN”

The priority between the different PLMNs is determined by the priority of the ISRP/ISMP policy rule which the PLMN associate with. Therefore UE selects the PLMN and SSID in the prioritized order of the rules in the MO ,which is provided by the H-ANDSF.

The selection procedure is described in the figure 2.
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Figure 2: The enhanced procedure of ANDSF mechanism
When the UE is roaming, the UE selects the PLMN and the WLAN access based on enhanced H-ANDSF policy. If a VPLMN is selected, once the UE is attached to the VPLMN and receives the V-ANDSF policy, the WLAN discovery information and selection rules from V-ANDSF takes precedence over those from H-ANDSF, but the PLMN rules in H-ANDSF policy still take effect and shall not be overridden by any V-ANDSF policy.

Advantage analysis:
4. I-WLAN procedure is unused and unchanged, avoiding the possible complicate interaction between the ANDSF and the I-WLAN procedures and simplifying the decision-making in the UE.

5. More intelligent PLMN/WLAN access selection (e.g. based on time and/or location) is accomplished via the ANDSF procedure, compared to the I-WLAN procedure;

6. Minimum impact on ANDSF structure and WLAN selection mechanism.  

Disadvantage analysis:
4. Complete replace existing WLAN PLMN selection mechanism.

5. Size of ANDSF policy will be increase significantly due to each PLMN will have its ISRMP or ISRP policy.
6. The PLMN selection when the UE is switched on first time (i.e. no H-ANDSF policy is stored in the UE yet) cannot be done, unless the enhanced ANDSF policy can be preconfigured in the UE.
6.y  Solution #: ANDSF & IWLAN (24.234) co-existence
6.y.1 Alternative solution 1:  ANDSF interacting with I-WLAN before IWLAN (24.234) PLMN selection 
I-WLAN (24.234) is consist two procedures: WLAN access network selection and PLMN selection. 

  The first step which is WLAN access network selection can be replaced or interact with ANDSF procedure, which UE will first run ANDSF policy and find the candidate WLANs which match the policy and create a candidate WLAN list, and replace the I-WLAN (24.234)’s WSID. Then the UE runs PLMN selection from the candidate list to find the best match PLMN and its WLAN as defined in existing 24.234. 

Note: the UE may only add the candidate WSID list on the top of the I-WLAN WSID list and then perform I-WLAN network selection. This may increase the possibility for UE to select a proper network in one NS circle.
When the UE can not find and connect to a proper network, or the UE has already connected a network and is accessing service, the UE can always re-run the previous network selection procedure again based on re-received or stored ANDSF policy.

Considering ANDSF is provisioned by operator through the ANDSF server, so UE may not have the ANDSF policy when it conducts the initial WLAN selection. Also ANDSF policy is more likely associated with certain time and location, then for the case which UE moves to a location where is not covered by the latest ANDSF policy which UE currently has, UE may not be able to find the suitable WLAN by using ANDSF policy. Therefore, this solution considers two level of WLAN selection:

  . First level (inner circle ) is ANDSF assisted WLAN selection which using ANDSF, 

  . Second level (outer circle ) is I-WLAN only selection which only occur after UE can’t find the suitable  

  WLAN using ANDSF assisted WLAN selection. 

With this two level selection procedure, a timer is needed, which is the time window for a UE without WiFi connection can use ANDSF for WLAN selection. Within this time interval the input of network selection parameters (WSIDs) is from ANDSF. The timer will be started anytime UE losses a WiFi connection it previous connected.  

When continually having WLAN connection, the UE may always perform the inner circle of network selection.
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Figure 1: Outbound Network Selection Circle
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Figure 2: Inbound Network Selection Circle
Advantage:

5. No impact on existing PLMN selection.

6. Reuse existing I-WLAN (24.234) with minimum impact, good backward compatibility. 

7. Eliminate the potential confliction between IWLAN’s access network selection and ANDSF selection by combining them together. 

8. Using ANDSF more intelligent selection to help to form a more optimized candidate WLAN list for PLMN selection. 

Disadvantage: 

2. Current I-WLAN is HPLMN centric selection, while  ANDSF policy can come from V-ANDSF, therefore applying V-ANDSF before PLMN selection may impact PLMN selection.
6.y.2  alternative Solution 2: Apply ANDSF after IWLAN (24.234) PLMN selection
Considering the nature characters of operator controlled WiFi network selection and Cellular network selection, it’s desirable to make the WLAN selection is similar as Cellular network selection, which some high level priority and selection procedure need to be considered as below              
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This solution proposes to consider the whole WLAN selection consist the two big steps:

3. Home or Roaming partner WLAN selection which UE will use enhanced IWLAN policy and MO to select the suitable WLAN only from business relationship prospective. In this step, I-WLAN will provide the policy to help UE to select all the suitable WLANs which either is(are) HPLMN or VPLMN which can access to HPLMN either direct or indirectly. 

The outcome of this step will be a list of candidate WLANs which match PLMN selection policy in UE’s current location and each WLAN in the list will have priority basing on PLMN selection policy. 

In this step, the WLAN selection policy can only be provisioned by HPLMN. In the roaming case, if UE can’t access the HPLMN for the PLMN selection policy update, it should use the default or pre-configured PLMN selection policy. 

4. More intelligent WLAN selection which UE will use enhanced ANDSF policy with other consideration, such as load, venue, to select the final WLAN within the suitable WLANs from the candidate WLANs provided by the first step. In this step, PLMN selection is not expected as what is defined in current specification. The ANDSF policy which is used for this step can come from H-ANDSF or V-ANDSF.    
The roaming partners can share the same priority within prefer PLMN roaming list, therefore, it give feasibility for ANDSF to select the most suitable PLMN basing on other factors, such as load within the same priority roaming PLMNs.    

If I-WLAN HPLMN Priority Indication is set, and UE find the HPLMN WLAN, it can directly finish the first step and try to attach the WLAN without running ANDSF.

The basic solution is demonstrated in the below flow chart:
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Advantage:

1. Keep PLMN selection only to the control of HPLMN, VANDSF will not impact PLMN selection.

2. Less impact on ANDSF without consider much interaction with I-WLAN (24.234) by keep the existing I-WLAN and ANDSF interaction principle which IWLAN first then ANDSF. 

3. Eliminate the conflict between I-WLAN (24.234)including PLMN selection and ANDSF with best match the operator’s WLAN selection requirement from business and technical prospective. 

4. Better incorporate the new WLAN identifiers using by HS2.0. 

Disadvantage:

1. Existing PLMN selection need to be enhanced although the PLMN priority list will not be changed, the enhancement will be: the result of I-WLAN selection will be changed from only one WLAN which match the PLMN policy the most, to a list of WLANs which match the PLMN selection policy and each WLAN in the list is associated with a priority.
2. How I-WLAN can be skip to optimize some WLAN selection in this solution need to be further study.  
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If PLMN info from ANQP response match PLMN selection policy, or if be able access to HPLMN through this WLAN


Add WLAN into the new candidate list with the priority


If I-WLAN HPLMN Priority Indication is set, and the WLAN is HPLMN


Run ANDSF policy base on the candidate WLAN list to select the final suitable WLAN, starting from the highest priority WLAN list, if no suitable, move to next low priority level WLAN list
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Attach to the WLAN



